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On 27 February 2018 Brussels will host CYBERSEC. Register today to make sure you
do not miss out on one of the top European conferences devoted to the key challenges

of the digital world!
REGISTER NOW!

The number of places is limited

At CYBERSEC - Brussels leaders’ foresight 2018 we will get together to discuss the main
cybersecurity challenges facing present-day Europe and the world: responsible leadership,
far-sighted public policies, and innovation. The conference will provide a platform to debate
the development of Europe cyber readiness at the beginning of the decisive year.

CYBERSEC BRUSSELS LEADERS'
FORESIGHT SPEAKERS

Over 30 prominent cybersecurity decision-makers and experts from all over the world will take
the floor during 4 discussion panels, presentations, workshops and on-stage interviews.


http://app.getresponse.com/click.html?x=a62b&lc=BJcUCg&mc=ll&s=fGHuAY&u=S8vPR&y=Q&
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THE CENTRAL TOPICS OF THE DISCUSSIONS:

e Countering disinformation and preserving freedom of speech and fair
election in the digital age.

e Challenges of the strategic communications

e Cornerstones of the effective cybercrisis management cooperation between
NATO and EU

e NATO's evaluation of the trends in the cyberthreat landscape and attribution
of cyberattacks

e Evaluating progress of the Cyber Defence Pledge deliverables?



e Looking ahead the EU-NATO Joint Declaration

e FEuropean Defence Fund - boosting EU cybersecurity potential through the
development of the dual-use technologies

e EU cybersecurity certification framework - on the road to the digital single
market and competitive EU cybersecurity industry

e Security by design, duty of care, I0T security - foundations of the 4th industrial
revolution and digital economy.

e Cloud - First Policies as a cybersecurity solution?

e Avrtificial Intelligence - how does it affect cyberthreats landscape and security
solutions?

Conference venune: Microsoft Executive Briefing Centre, Rue Montoyer 51, Brussels
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